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Resumo
Para o Desenvolvimento de uma Capacidade 
Multinacional de Ciberdefesa

Este artigo apresenta uma abordagem de desen‑
volvimento de uma capacidade multinacional de 
ciberdefesa que tem sido discutida entre vários pa‑
íses da NATO e a NATO Communications and In‑
formation Agency, inserida no contexto da NATO 
Smart Defence. Existem ganhos potenciais se se 
alavancarem requisitos e recursos comuns, quan‑
do as capacidades existentes entre os vários países 
são variáveis e o financiamento destinado os de‑
senvolvimento das mesmas é escasso, sendo que 
se apontam alguns dos fundamentos justificativos 
para esta cooperação multinacional.

Abstract

This article presents a multi-national cyber defence 
capability development approach discussed between se-
veral NATO Nations and the NATO Communications 
and Information Agency in the context of NATO Smart 
Defence. There is potential gain from leveraging com-
mon requirements and resources when the levels of na-
tion capabilities in this area vary and funding to develop 
the capabilities is scarce. The article will address some of 
the fundamentals for multi-national cooperation.
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